
A complete cyber-security strategy must not only focus 
on defending against ransomware attacks but also on 
rapid and e�ective remediation when a breach occurs.  

Tokio Marine HCC - Cyber and Professional Lines Group 
worked with IT Managed Service Provider (MSP), 
OneIT, to highlight the need for two equally critical 
elements in a policyholder’s ransomware readiness 
strategy: multi-factor authentication and o�site data 
storage and recovery.  

At Tokio Marine HCC, we are focused on helping your 
policyholders find strategies that will reduce 
ransomware damages and business disruption.

We’re serious about our commitment to protecting
businesses from ransomware. 

We negotiated preferred rates with OneIT to o�er our policyholders multi-factor authentication using Cisco’s Duo 
Security and disaster-recovery and business continuity technology using Datto, the leading global provider of 
cloud-based software and technology solutions.  Policyholders that implement multi-factor authentication and a 
cloud backup technology service will also receive a discount on their policy.

Click the link to access preferred rates:
youroneit.com/tmhcc

Tokio Marine HCC -
Cyber and Professional Lines Group 
Program with OneIT, Datto and Duo

www.youroneit.com/tmhcc

